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B ig data,  a  general term for the massive amount of 
digital data being collected from all sorts of sources, 
is too large, raw, or unstructured for analysis through 
conventional relational database techniques. Almost 
90% of the world’s data today was generated during 
the past two years, with 2.5 quintillion bytes of data 
added each day.7 Moreover, approximately 90% of 
it is unstructured. Still, the overwhelming amount 
of big data from the Web and the cloud offers new 
opportunities for discovery, value creation, and rich 
business intelligence for decision support in any 
organization. Big data also means new challenges 
involving complexity, security, and risks to privacy, as 
well as a need for new technology and human skills. 

Big data is redefining the landscape 
of data management, from extract, 
transform, and load, or ETL, processes 
to new technologies (such as Hadoop) 
for cleansing and organizing unstruc-
tured data in big-data applications. 

Although the business sector is 
leading big-data-application develop-
ment, the public sector has begun to 
derive insight to help support decision 
making in real time from fast-growing 
in-motion data from multiple sourc-
es, including the Web, biological and 
industrial sensors, video, email, and 
social communications.3 Many white 
papers, journal articles, and business 
reports have proposed ways govern-
ments can use big data to help them 
serve their citizens and overcome 
national challenges (such as rising 
health care costs, job creation, natu-
ral disasters, and terrorism).9 There 
is also some skepticism as to whether 
it can actually improve government 
operations, as governments must de-
velop new capabilities and adopt new 
technologies (such as Hadoop and 
NoSQL) to transform it into informa-
tion through data organization and 
analytics.4 

Here, we ask whether governments 
are able to implement some of today’s 
big-data applications associated with 
the business sector. We first compare 
the two sectors in terms of goals, mis-
sions, decision-making processes, 
decision actors, organizational struc-
ture, and strategies (see the table 
here), then turn to several current ap-
plications in technologically advanced 

Big-Data 
applications 
in the 
Government 
sector 
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In the same way businesses use big data to 
pursue profits, governments use it to  
promote the public good. 
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 key insights
    Businesses, governments, and the research 

community can all derive value from the 
massive amounts of digital data they collect.

    Governments of leading ict countries 
have initiated big-data application 
projects to enhance operational efficiency, 
transparency, citizens’ well-being and 
engagement in public affairs, economic 
growth, and national security.

    analyzing big-data application projects  
by governments offers guidance for 
follower countries for their own future 
big-data initiatives. 
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countries, including Australia, Japan, 
Singapore, South Korea, the U.K., and 
the U.S. Also examined are some busi-
ness-sector big-data applications and 
initiatives that can be implemented by 
governments. Finally, we suggest ways 
for governments of follower countries 
to pursue their own future big-data 
strategies and implementations. 

Business and  
Government compared 
Although the primary missions of 
businesses and governments are not 
in conflict, they do reflect different 
goals and values. In business, the 
main goal is to earn profits by provid-
ing goods and services, developing/
sustaining a competitive edge, and 
satisfying customers and other stake-
holders by providing value. In govern-
ment, the main goal is to maintain 

domestic tranquility, achieve sustain-
able development, secure citizens’ 
basic rights, and promote the general 
welfare and economic growth. 

Most businesses aim to make short-
term decisions with a limited number 
of actors in a competitive market envi-
ronment. Decision making in govern-
ment usually takes much longer and is 
conducted through consultation and 
mutual consent of a large number of 
diverse actors, including officials, in-
terest groups, and ordinary citizens. 
Many well-defined steps are therefore 
required to reduce risk and increase 
the efficiency and effectiveness of gov-
ernment decision making.18 It follows 
that big-data applications likewise dif-
fer between public and private sectors. 

Dataset attributes compared 
The big-data environment reflects 

the evolution of IT-enabled decision-
support systems: data processing in 
the 1960s, information applications 
in the 1970s–1980s, decision-support 
models in the 1990s, data warehous-
ing and mining in the 2000s, and big 
data today. The big-data era is at an 
early stage, as most related technology 
and analytics applications were first 
introduced only around 2010.4 

The attributes and challenges of 
big data have been described in terms 
of “three Vs”: volume, velocity, and 
variety (see Figure 1). Volume is big 
data’s primary attribute, as terabytes 
or even petabytes of it are generated by 
organizations in the course of doing 
business while also complying with 
government regulations. Velocity is 
the speed data is generated, delivered, 
and processed; that is, big data is so 
large and difficult to manage and to 
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terror suspects with U.S. intelligence 
agencies. In addition, sharing infor-
mation across national boundaries in-
volves language translation and inter-
pretation of text semantics (meaning 
of content) and sentiment (emotional 
content) so the true meaning is not 
lost. Dealing with language requires 
sophisticated and costly tools. 

Data sharing within a country 
among different government depart-
ments and agencies is another chal-
lenge. The most important difference 
of government data vs. business data is 
scale and scope, both growing steadily 
for years. Governments, both local 
and national, in the process of imple-
menting laws and regulations and per-
forming public services and financial 
transactions accumulate an enormous 
amount of data with attributes, values, 
and challenges that differ from their 
counterparts in the business sector. 

Government big-data issues can be 
categorized as silo, security, and vari-
ety. Each government agency or depart-
ment typically has its own warehouse, 
or silo, of confidential or public infor-
mation, with agencies often reluctant 
to share what they might consider pro-
prietary data. The “tower of Babel” in 
which each system keeps its data iso-
lated from other systems complicates 
trying to integrate complementary 
data among government agencies and 
departments. Communication failure 
is sometimes the issue for data integra-
tion;19 for example, in the U.K., a coali-
tion of police departments and hospi-
tals intended to share data on violent 
crimes has been reported as a failure 
due to a lack of communication among 
participating organizations.19 Another 
challenge for sharing and organizing 
government data involves finding a 
cohesive format that would allow for 
analytics in the legacy systems of dif-
ferent agencies. Even though most gov-
ernment data is structured, rather than 
semi-structured or unstructured, col-
lecting it from multiple channels and 
sources is a further challenge. Then 
there is the lack of standardized solu-
tions, software, and cross-agency so-
lutions for extracting useful informa-
tion from discrete datasets in multiple 
government agencies and insufficient 
funding due to government austerity 
measures to develop and implement 
these solutions. 

extract value from that conventional 
information technologies are not ef-
fective for its management.13 Variety 
is that data comes in all forms: struc-
tured (traditional databases like SQL); 
semi-structured (with tags and mark-
ers but without formal structure like 
a database); and unstructured (unor-
ganized data with no business intelli-
gence behind it). 

The concept of big data has evolved 
to imply not only a vast amount of 
the data but also the process through 
which organizations derive value from 
it. Big data, synonymous today with 
business intelligence, business ana-
lytics, and data mining, has shifted 
business intelligence from reporting 
and decision support to prediction 
and next-move decision making.13 
New data-management systems aim 
to meet the challenges of big data; 
for example, Hadoop, an open-source 
platform, is the most widely applied 
technology for managing storage and 
access, overhead associated with large 
datasets, and high-speed parallel pro-
cessing.22 However, Hadoop is a chal-
lenge for many businesses, especially 
small- and mid-size ones, as applica-
tions require expertise and experience 
not widely available and may thus 
need outsourced help. Finding the 
right talent to analyze big data is per-
haps the greatest challenge for busi-
ness organizations, as required skills 
are neither simple nor solely technol-
ogy-oriented. Searching for and find-
ing competent data scientists (in data 

mining, visualization, analysis, ma-
nipulation, and discovery) is difficult 
and expensive for most organizations. 

Other commercial big-data tech-
nologies include the Casandra data-
base, a Dynamo-based tool that can 
store two million columns in a single 
row, allowing inclusion of a large 
amount of data without prior knowl-
edge of how it is formatted.13 Another 
challenge for businesses is deciding 
which technology is best for them: 
open source technology (such as Ha-
doop) or commercial implementa-
tions (such as Casandra, Cloudera, 
Hortonworks, and MapR). 

Governments deal not only with 
general issues of big-data integration 
from multiple sources and in different 
formats and cost but also with some 
special challenges. The biggest is col-
lecting data; governments have diffi-
culty, as the data not only comes from 
multiple channels (such as social net-
works, the Web, and crowdsourcing) 
but from different sources (such as 
countries, institutions, agencies, and 
departments). Sharing data and infor-
mation between countries is a special 
challenge, as shown by the terrorist 
bombing attack on the Boston Mara-
thon in April 2013. National govern-
ments must be prepared and willing to 
share data and build systems for crime 
prevention and fighting. As reported 
in the public media, the Boston Mara-
thon tragedy might have been prevent-
ed if the Russian secret services had 
shared critical information about the 

attributes of business- and government-sector projects.

attribute Business firm Government

goal Profit to stakeholders domestic tranquility, sustainable 
development 

mission development of competitive 
edge, customer satisfaction 

security of basic rights (equality, 
liberty, justice), promotion of gen-
eral welfare, economic growth 

decision making short-term decision-making 
processes for maximizing self-
interest and minimizing cost 

long-term decision-making 
processes for maximizing self-
interest and promoting the public 
interest 

decision actors limited number of decision 
actors 

diverse decision actors 

organizational structure  hierarchical governance 

Financial resources revenue taxes 

nature of collective activity competition and engagement cooperation and checking 
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Governments must also address 
related legality, security, and compli-
ance requirements when using data. 
There is a fine line between collect-
ing and using big data for predictive 
analysis and ensuring citizens’ rights 
of privacy. In the U.S., the USA PA-
TRIOT Act allows legal monitoring 
and sometimes spying on citizens; 
the Electronic Communication Pri-
vacy Act allows email access without 
warrant; the proposed Cyber Intel-
ligence Sharing and Protection Act 
(CISPA) (not enacted as of February 
2014) raises concern, as it might po-
sition the U.S. government toward the 
ultimate big-data end game—access 
to all data for all entities in the U.S.14 
Even though the intent is to prevent 
attacks from both domestic and for-
eign sources against networks and 
systems, CISPA raises concerns of 
misconstrued profiling and/or inap-
propriate use of information. 

Data security is the primary attri-
bute of government big data, as col-
lecting, storing, and using it requires 
special care. However, most big-data 
technologies today, including Casa-
ndra and Hadoop, lack sufficient se-
curity tools, making security another 
challenge for governments. 

Compliance in highly regulated 
industries (such as financial services 
and health care) is yet another ob-
stacle for gathering data for big-data 
government projects; for example, 
U.S. health-care regulations must be 
addressed when extracting knowl-
edge from health-related big data. 
The two U.S. laws posing perhaps the 
greatest obstacle to big-data analytics 
in health care are the Health Insur-
ance Portability and Accountability 
Act (HIPAA) and the Health Informa-
tion Technology for Economic and 
Clinical Health Act (HITECH). HIPAA 
protects the privacy of individually 
identifiable health information, pro-
vides national standards for securing 
electronic data and patient records, 
and sets rules for protecting patient 
identity and information in analyz-
ing patient safety events. HITECH ex-
panded HIPAA in 2009 to protect the 
health records and electronic use of 
health information by various institu-
tions. Together, these laws limit the 
amount and types of health records 
used for big-data analytics in health 
care. Because big data by definition 
involves large-scale data, these laws 
complicate collecting data and per-
forming analysis on such a scale. As 

of February 2014, health-care infor-
mation in the U.S. intended for big-
data analytics is collected only from 
volunteers willing to share their own. 

Businesses use big data to address 
customer needs and behavior, develop 
unique core competencies, and create 
innovative products and services. Gov-
ernments use it, along with predictive 
analytics to enhance transparency, in-
crease citizen engagement in public 
affairs, prevent fraud and crime, im-
prove national security, and support 
the well-being of people through bet-
ter education and health care. 

Choosing and implementing tech-
nology to extract value and finding 
skilled personnel are constant chal-
lenges for businesses and govern-
ments alike. However, the challenges 
for governments are more acute, as 
they must look to break down depart-
mental silos for data integration, im-
plement regulations for security and 
compliance, and establish sufficient 
control towers (such as the Federal 
Data Center in the U.S.). 

Big-Data applications 
Comparing the big-data applications 
of leading e-government countries can 
reveal where current and future appli-

figure 1. Business and government dataset attributes compared.
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taining 420,894 datasets (as of Au-
gust 2012) covering transportation, 
economy, health care, education, and 
human services and the data source 
for multiple applications: 1,279 by 
governments, 236 by citizens, and 
103 mobile-oriented.21 In 2010, the 
President’s Council of Advisors on 
Science and Technology (the primary 
mechanism the federal government 
uses to coordinate its unclassified 

cations are focused and serve as a guide 
for follower countries looking to initi-
ate their own big-data applications: 

U.S. To manage real-time analysis 
of high-volume streaming data, the 
U.S. government and IBM collaborat-
ed in 2002 to develop a massively scal-
able, clustered infrastructure.1 The 
result, IBM InfoSphere Stream and 
IBM Big Data, both widely used by gov-
ernment agencies and business orga-

nizations, are platforms for discovery 
and visualization of information from 
thousands of real-time sources, en-
compassing application development 
and systems management built on 
Hadoop, stream computing, and data 
warehousing. 

In 2009, the U.S. government 
launched Data.gov as a step toward 
government transparency and ac-
countability. It is a warehouse con-

figure 2. Government data and big-data practices and initiatives. 
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Governments 
expect big data 
to enhance their 
ability to serve their 
citizens and address 
major national 
challenges involving 
the economy, health 
care, job creation, 
natural disasters, 
and terrorism. 

networking and information technol-
ogy research investments) spelled out 
a big-data strategy in its report Design-
ing a Digital Future: Federally Funded 
Research and Development in Network-
ing and Information Technology.15 In 
2012, the Obama Administration an-
nounced the Big Data Research and 
Development Initiative,12 a $200 mil-
lion investment involving multiple 
federal departments and agencies, 
including the White House Office of 
Science and Technology Policy, Na-
tional Science Foundation (NSF), Na-
tional Institutes of Health (NIH), De-
partment of Defense (DoD), Defense 
Advanced Research Projects Agency, 
Department of Energy, Health and 
Human Services, and U.S. Geological 
Survey. The main objectives were to 
advance state-of the-art core big-data 
technologies; accelerate discovery in 
science and engineering; strengthen 
national security; transform teach-
ing and learning and expand the work 
force needed to develop and use big-
data technologies.11 

As of February 2014, NIH has ac-
cumulated hundreds terabytes of 
data for human genetic variations on 
Amazon Web Services, enabling re-
searchers to access and analyze huge 
amounts of data without having to 
develop their own supercomputing 
capability. In 2012, NSF joined NIH to 
launch the Core Techniques and Tech-
nologies for Advancing Big Data Sci-
ence & Engineering program, aiming 
to advance core scientific and techno-
logical means of managing, analyzing, 
visualizing and extracting useful in-
formation from large, diverse, distrib-
uted, heterogeneous datasets. Several 
federal agencies have launched their 
own big-data programs. The Internal 
Revenue Service has been integrating 
big data-analytic capabilities into its 
Return Review Program (RRP), which 
by analyzing massive amounts of data 
allows it to detect, prevent, and resolve 
tax-evasion and fraud cases.10 DoD is 
also spending millions of dollars on 
big-data-related projects; one goal is 
developing autonomous robotic sys-
tems (learning machines) by harness-
ing big data. 

Local governments have also initi-
ated big-data projects; for example, in 
2011, Syracuse, NY, in collaboration 
with IBM, launched a Smarter City 

project to use big data to help predict 
and prevent vacant residential proper-
ties.7 Michigan’s Department of Infor-
mation Technology constructed a data 
warehouse to provide a single source 
of information about the citizens of 
Michigan to multiple government 
agencies and organizations to help 
provide better services. 

European Union. In 2010, The Eu-
ropean Commission initiated its “Dig-
ital Agenda for Europe” to address how 
to deliver sustainable economic and 
social benefits to EU citizens from a 
single digital market through fast and 
ultra-fast interoperable Internet appli-
cations.5 In 2012, in its “Digital Agenda 
for Europe and Challenges for 2012,” 
the European Commission made big-
data strategy part of the effort, em-
phasizing the economic potential of 
public data locked in filing cabinets 
and data centers of public agencies; 
ensuring data protection and increas-
ing individuals’ trust; developing the 
Internet of things, or communication 
between devices without direct hu-
man intervention; and assuring Inter-
net security and secure treatment of 
data and online exchanges.5 

U.K. The U.K. government was one 
of the earliest implementer EU coun-
tries of big-data programs, establish-
ing the U.K. Horizon Scanning Centre 
(HSC) in 2004 to improve the govern-
ment’s ability to deal with cross-de-
partmental and multi-disciplinary 
challenges.17 In 2011, the HSC’s Fore-
sight International Dimensions of Cli-
mate Change effort addressed climate 
change and its effect on the availabil-
ity of food and water, regional ten-
sions, and international stability and 
security by performing an in-depth 
analysis on multiple data channels. 
Another U.K. government initiative 
was the creation of the public website 
http://data.gov.uk in 2009, opening to 
the public more than 1,000 existing 
datasets from seven government de-
partments initially, later increased to 
8,633 datasets. 

The Netherlands, Switzerland, the 
U.K., and 17 other countries launched 
a collaborative project with IBM called 
DOME to develop a supercomputing 
system able to handle a dataset in ex-
cess of one exabyte per day derived 
from the Square Kilometer Array (SKA) 
radio telescope.3 The project aims to 
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economic consequences. MEXT has 
been collaborating with the country’s 
National Science Foundation to en-
hance research and leverage big-data 
technologies for preventing, mitigat-
ing, and managing natural disasters. 

The Council of Information and 
Communications and the ICT Strategy 
Committee, both branches of the Min-
istry of Internal Affairs and Commu-
nications, designated “big data appli-
cations” as a crucial mission for 2020 
Japan. A big-data expert group was 
formed to search for technical solu-
tions and manage institutional issues 
in deploying big data. 

Australia. The Australian Govern-
ment Information Management Of-
fice (AGIMO) provides public access 
to government data through the Gov-
ernment 2.0 program, which runs the 
http://data.gov.au/ website to support 
repository and search tools for gov-
ernment big data. The government 
expects to save time and resources by 
using automated tools that let users 
search, analyze, and reuse enormous 
amounts of data. 

implementations and 
initiatives compared 
Reviewing big-data projects and ini-
tiatives in leading countries (see 
Figure 2) identifies three notable 
big-data trends: First, most projects 
operated or implemented today can 
only marginally be classified as big-
data applications, as outlined in the 
figure’s upper-left quadrant. The ma-
jority of government data projects 
in these countries appears to share 
structured databases of stored data; 
they do not use real-time, in-motion, 
and unstructured or semi-structured 
data. Second, large and complex da-
tasets are becoming the norm for 
public-sector organizations. Govern-
ments expect big data to enhance 
their ability to serve their citizens and 
address major national challenges in-
volving the economy, health care, job 
creation, natural disasters, and ter-
rorism. However, the majority of big-
data applications are in the citizen 
(participation in public affairs) and 
business sectors, rather than in the 
government sector. And third, most 
big-data initiatives in the government 
sector, especially in the U.S. (such as 
the National Science Foundation’s 

investigate emerging technologies for 
exascale computing, data transport 
and storage, and streaming analytics 
required to read, store, and analyze all 
the raw data collected daily. This big-
data project, headquartered at Man-
chester’s Jodrell Bank Observatory in 
England, aims to address a range of 
scientific questions about the observ-
able universe. 

Asia. The United Nations’ 2012 E-
Government Survey gave high marks to 
several Asian countries, notably South 
Korea, Singapore, and Japan.20 Aus-
tralia also ranked. These leaders have 
launched diverse initiatives on big 
data and deployed numerous projects: 

South Korea. The Big Data Initiative, 
launched in 2011 by the President’s 
Council on National ICT Strategies 
(the highest-level coordinating body 
for government ICT policy),16 aims to 
converge knowledge and administra-
tive analytics through big data. Its Big 
Data Task Force was created to play 
the lead role in building the necessary 
infrastructure. The Big Data Initiative 
aims to establish pan-government big-
data-network-and-analysis systems; 
promote data convergence between 
the government and the private sec-
tors; build a public data-diagnosis 
system; produce and train talented 
professionals; guarantee privacy and 
security of personal information and 
improve relevant laws; develop big-
data infrastructure technologies; and 
develop big-data management and 
analytical technologies. 

Many South Korean ministries and 
agencies have proposed related ac-
tion plans; for example, the Ministry 
of Health and Welfare initiated the 
Social Welfare Integrated Manage-
ment Network to analyze 385 different 
types of public data from 35 agencies, 
comprehensively managing welfare 
benefits and services provided by the 
central government, as well as by local 
governments, to deserving recipients. 
The Ministry of Food, Agriculture, For-
estry, and Fisheries and the Ministry 
of Public Administration and Security, 
or MOPAS, plan to launch the Prevent-
ing Foot and Mouth Disease Syndrome 
system, harnessing big data related to 
animal disease overseas, customs/im-
migration records, breeding-farm sur-
veys, livestock migration, and workers 
in the livestock industry. Another sys-

tem MOPAS is planning is the Prevent-
ing Disasters System to forecast di-
sasters based on past damage records 
and automatic and real-time forecasts 
of weather and/or seismic conditions. 
Moreover, the Korean Bioinforma-
tion Center plans to develop and op-
erate the National DNA Management 
System to integrate massive DNA and 
medical patient information to pro-
vide customized diagnosis and medi-
cal treatment to individuals. 

Singapore. In 2004, to address na-
tional security, infectious diseases, 
and other national concerns, the Sin-
gapore government launched the Risk 
Assessment and Horizon Scanning 
(RAHS) program within the National 
Security Coordination Centre.6 Col-
lecting and analyzing large-scale data-
sets, it proactively manages national 
threats, including terrorist attacks, in-
fectious diseases, and financial crises. 
The RAHS Experimentation Center 
(REC), which opened in 2007, focuses 
on new technological tools to support 
policy making for RAHS and enhance 
and maintain RAHS through system-
atic upgrades of the big-data infra-
structure. A notable REC application 
is exploration of possible scenarios 
involving importation of avian influ-
enza into Singapore and assessment 
of the threat of outbreaks occurring 
throughout southeast Asia. 

Aiming to create value through big-
data research, analysis, and applica-
tions, the Singapore government also 
launched the portal site http://data.
gov.sg/ to provide access to publicly 
available government data gathered 
from more than 5,000 datasets from 
50 ministries and agencies. 

Japan. The Japanese government 
has initiated several programs to use 
accumulated large-scale data. From 
2005 to 2011, the Ministry of Educa-
tion, Sports, Culture, Science, and 
Technology (MEXT), in association 
with universities and research insti-
tutes, operated the New IT Infrastruc-
ture for the Information-explosion Era 
project (the so-called Info-plosion). 
Since 2011, the government’s top 
priority has been to address the con-
sequences of the Fukushima earth-
quake, tsunami, and nuclear-power-
plant disaster and the reconstruction 
and rehabilitation of affected areas, 
as well as relief of related social and 
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and National Institutes of Health’s 
Big Data program); are just getting 
under way or being planned for future 
implementation. This means big-da-
ta application projects in the govern-
ment sector are still at an early stage 
of development, with only a handful 
of projects in operation (such as the 
U.S.’s RRP, Singapore’s RAHS, and 
the U.K.’s HSC). 

conclusion 
Elected officials, administrators, and 
citizens all seem to recognize that be-
ing able to manage and create value 
from large streams of data from dif-
ferent sources and in many forms 
(structured/stored, semi-structured/
tagged, and unstructured/in-motion) 
represents a new form of competitive 
differentiation. Most governments op-
erating or planning big-data projects 
need to take a step-by-step approach 
for setting the right goals and realis-
tic expectations. Success depends on 
their ability to integrate and analyze 
information (through new technolo-
gies like Hadoop), develop support-
ing systems (such as big-data control 
towers), and support decision making 
through analytics.4 

Here, we have explored the chal-
lenges governments face and the 
opportunities they find in big data. 
Such insights can also help follower 
countries in trying to deploy their own 
big-data systems. Moreover, follower 
countries may be able to leapfrog the 
leaders’ applications through careful 
analysis of their successes and fail-
ures, as well as exploit future opportu-
nities in mobile services. 

Follower countries should there-
fore be cognizant of several insights 
regarding big-data applications in the 
public sector: 

National priorities. All big-data proj-
ects in leading countries’ governments 
share similar goals (such as easy and 
equal access to public services, better 
citizen participation in public affairs, 
and transparency). The main concerns 
with big-data applications converge 
on security, speed, interoperability, 
analytics capabilities, and lack of com-
petent professionals. However, each 
government has its own priorities, op-
portunities, and threats based on its 
unique environment (such as terror-
ism and health care in the U.S., natu-

ral disasters in Japan, and national 
defense in South Korea).1 

Analytics agency. For data that cuts 
across departmental boundaries, 
a top-down approach is needed to 
manage and integrate big data. Gov-
ernments should look to establish 
big-data control towers to integrate ac-
cumulated datasets, structured or un-
structured, from departmental silos. 
Moreover, governments need to estab-
lish an advanced analytics agency re-
sponsible for developing strategies for 
how big data can be managed through 
new technology platforms and analyt-
ics and how to secure skilled profes-
sional staff. 

Real-time analysis. They need to 
manage real-time analysis of in-mo-
tion big data while protecting individ-
ual citizens’ privacy and security. They 
should also explore new technological 
playgrounds (such as cloud comput-
ing, advanced analytics, security tech-
nologies, and legislation). 

Global collaboration. Much govern-
ment data is global in nature and can 
be used to prevent and solve global is-
sues; for example, the Group on Earth 
Observations (GEO) is a collaborative 
international intergovernmental ef-
fort to integrate and share Earth-ob-
servation data. Its Global Earth Ob-
servation System of Systems (GEOSS), 
a global public infrastructure that 
generates comprehensive, near-real-
time environmental data, intends 
to provide information and analyses 
for a wide range of global users and 
decision makers. Governments also 
need to share data related to security 
threats, fraud, and illegal activities. 
Such big data needs not only transla-
tion technologies but an international 
collaborative effort to share and inte-
grate data, 

ICT big brothers. Finally, govern-
ments should collaborate with “ICT big 
brothers” like EMC, IBM, and SAS; for 
example, Amazon Web Services hosts 
many public datasets, including Japa-
nese and U.S. census data, and many 
genomic and medical databases.  
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